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Abstract of the contribution: The contribution analyses the solutions on KI#4 and proposes the conclusion principles for KI#4.
Discussion
As there are many solutions, 19 in total, that address Key Issue #4 and usually focus on different aspects of the key issue, it is not easy or efficient to evaluate the solutions individually. This contribution tries to highlight the common elements of these solutions from the perspective of how the key aspects of the key issue are addressed.
Proposal

It is proposed to adopt the following solution evaluation and conclusion text for Key Issue #4 in TR 23.700-08.

* * * * Start of Change * * * *
7
Evaluation

Editor's note:
This clause provides an evaluation of the solutions.
7.x
Evaluation of solutions for Key Issue #4

There are 19 solutions that address KI#4. Table 7.X-1 gives a summary of these solutions. For solutions that covers multiple key issues, only the part related to KI#4 is considered.

Table 7.x-1: Summary of solutions for KI#4

	Solution#
	Summary

	7
	High-level procedure for local service/HN information provisioning, local service/HN discovery and access 

	10
	Local service/Hosting Network information is pre-configured or dynamically configured (using SoR procedure). The HN discovery relies on a separate prioritized list of SNPN or allowed CAG IDs that are associated with local services.

	11
	UE acquires local service information and related Allowed CAG list from the serving network via existing NAS procedure. UE accesses local service following existing LADN mechanism. Only PNI-NPN as Hosting Network is considered. 

	12
	The network detects that UE is within local service area based on UE mobility event and pushes the local service /HN information to the UE using existing NAS or SoR procedures. UE may access the HN using CH credential or existing onboarding mechanism.

	13
	The home network provides/updates HN selection information to the UE during Registration or when validity condition is met. The UE access the HN using CH or home network credential.

	14
	UE receives hosting network selection info via UP connection from Local Service Provider, or via SoR-like procedure.

	15
	UE triggered local service subscription event causes the local service provider to generate local service access info and deliver it to the UE using existing parameter provisioning procedure.

	23
	UE’s subscription with local service provider triggers the LSP to provide hosting network selection information via NEF and UDM parameter provision procedure. The solution applies to PNI-NPN only.

	24
	Local service AF provides non-UE specific service information to the networks via NEF. The networks deliver the information to the UEs via UE policy delivery procedure.

	25
	The solution proposes a temporary network reselection procedure for reselecting to hosting network without addressing how local service/hosting network information is provisioned in the UE.

	26
	The UE queries and receives local service/hosting network information via Registration procedure in serving network.

	27
	The UE receives local service/hosting network information via Registration procedure. Local service access is based on LADN mechanism.  

	28
	The UE retrieves the local service/hosting network information and credentials via Web portal or SMS in home network. UE manually selects the hosting network and LSP services as Credential Holder.

	29
	The UE is preconfigured with a list of hosting network for local services. The serving network broadcasts availability of hosting network which triggers the UE to search the hosting network that match the configured list.

	30
	The UE is preconfigured with a list of hosting network for local services. The UE reports the found hosting networks to the home network and receives a prioritized list of hosting networks determined by the home network.

	31
	The UE is configured with local service identifiers. It searches for the hosting networks which broadcasts the support of desired local service identifier. 

	32
	The UE receives list of local service identifier and corresponding CAG info via registration with home network. The UE request for access a desired local service is authorized by the home network first.

	33
	The UE is configured with a list of hosting network.

	34
	The hosting network broadcasts human readable local service information.


Provisioning of the local service/hosting network discovery and selection information
Some of the solutions (e.g., Solution #29, #30) assume the local service information and the hosting network selection information is provisioned in the UE without addressing the details how they are provisioned. The majority of the solutions propose various procedures for the UE to dynamically retrieve the local service and hosting network selection information from the home or serving network, or from the local service provider (through the home or serving network). 

The typical procedures proposed for dynamic provisioning are:

· NAS procedures such as Registration or UCU procedure (e.g., #13, #26, #27, etc.).

· SoR-like mechanism (e.g., #10, #12, #14, etc.).

· UDM parameter provisioning procedure (e.g., #15, #23, etc.).

· UE policy delivery procedure (e.g., #24).
Various triggers for initiating dynamic provisioning procedure have been described. For examples, UE moving into an area where local service is available may trigger the provisioning procedure as in Solution #12; local service subscription event may trigger the procedure as in Solution #15, #23; the UE may also query or request for the information as in Solution #24, #26.  

Discovery and selection of hosting network and local services
Some solutions propose the UE is provisioned with a list of hosting network identifiers (SNPN ID or CAG ID) related to the local services. And most of the solutions suggest the validity condition in terms of service availability time and area is attached to this list. The UE relies on this list to discovery and select the local service/hosting network.

Some solutions propose that the hosting networks broadcast supported local service identifiers or human readable information which can be used by the UE to discovery and select the local service/hosting network.
Provisioning of credentials for accessing local services

Two solutions, #15 and #28, specifically cover the aspect of how to provision the credential for accessing the local service/hosting network, with a similar approach that the hosting network retrieves the credentials from the local service provider and deliver it to the UE in the home network. Other solutions may assume credentials are part of local service/hosting network provisioning information.
8
Conclusions

Editor's note:
This clause will capture conclusions from the study.
8.x
Conclusion for Key Issue #4

The following principles are agreed for the normative work for Key Issue #4.

1) The information for local service and hosting network discovery, selection and access may be preconfigured in the UE or dynamically provisioned through the home network or the serving network.

2) The home network or the serving network can obtain the local service and hosting network information by network management (out of SA2 scope) or through the interaction with the local service provider through the network exposure function.

3) The following existing procedures with enhancements can be used for the home network/serving network to deliver the local service and hosting network information to the UEs:

a. NAS Registration and UE Configuration Update procedure.

b. SoR procedure.

c. UDM parameter provisioning procedure.

4) The local service and hosting network discovery, selection and access information should at least include the following:

a. A list of SNPN identifiers corresponding to a local service (in case that the hosting networks are SNPN)

b. A list of CAG identifiers corresponding to a local service (in case that the hosting networks are PNI-NPN).

c. The list of SNPN identifiers or CAG IDs may be associated with validity conditions such as time or location constraints.

d. The Credentials for accessing the local service and hosting network.

5) The hosting network may broadcast the supported local service information to help UEs discover the service and the hosting network.

6) The UE needs to be authorized by the home network before it switches to a hosting network for local service access

* * * * End of Change * * * *
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